
An Insight to the
Dark Side of Cyber World

91% OF CYBER-ATTACKS BEGIN WITH A SPEAR PHISHING EMAIL!

MORE THAN 400 RANSOMWARE ATTACKS OCCUR EVERY DAY!

THERE IS A HACK EVERY 39 SECONDS

OVER 3MN CRYPTO JACKING HITS HAVE BEEN OCCURRED JUST BETWEEN JAN
AND MAY 2018!

CYBER-CRIME DAMAGE TO HIT

 $ 6TN
BY 2021

TOTAL COST OF A SUCCESSFUL
CYBER-ATTACK

$5MN

GLOBAL DAMAGE
COST CONNECTED WITH

RANSOMWARE

11.5BN BY 2019 

COST PER DATA BREACH
TO EXCEED

$150MN BY 2020

IT TAKES MOST COMPANIES 197 DAYS TO DETECT A DATA BREACH!

ONLY 38% GLOBAL ORGANIZATIONS CLAIM TO BE PREPARED TO HANDLE
SOPHISTICATED CYBER ATTACK!

ARE YOU ONE OF THEM???

SOURCES

Copyright © 2019 Infosys Limited

●   https://www.infosecurity-magazine.com/news/cyberattacks-doubled-in-2017/

●   https://otalliance.org/system/files/files/initiative/documents/ota_cyber_incident_trends_report_jan2018.pdf

●   https://www.csoonline.com/article/3241242/data-protection/8-cybersecurity-trends-to-watch-for-2018.html

●   https://www.hackmageddon.com/2018/01/17/2017-cyber-attacks-statistics/

●   https://www.cybintsolutions.com/cyber-security-facts-stats/

●   https://blog.barkly.com/2018-cybersecurity-statistics
 
●   https://www.barkly.com/ponemon-2018-endpoint-security-statistics-trends

●   https://cybersecurityventures.com/2015-wp/wp-content/uploads/2017/10/2017-Cybercrime-Report.pdf

●   https://www.tektonikamag.uk/index.php/2017/06/22/35-cyber-security-statistics-every-cio-know-2017/

●   Ponemon Institute

NUMBER OF CYBER SECURITY INCIDENTS IN 2017

159,700

52% - Actual Attacks

15% - Lack of Proper Security 

11% - Physical Skimming
of Credit Cards

11% - Lack of internal controls
preventing employee’s negligence or

Malicious actions

8% - Phishing Attacks 3% - Others
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