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$2 million
ransom demanded
April: Maze -
August: REvil
March: Ryuk 290,000+ employee

75,000+ personal
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: 62,000+ devices
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May: EasyJet

9 million individual
data uncovered
February: Snatch $900 ransom demanded
$2,000 bitcoins and 30,000+ files exposed

cost of data recovery

January: Clop

$220,000
ransom paid

June: Avaddon

Increase in data breaches targeting
companies of all sizes worldwide
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THE INDUSTRIES Shortage of cybersecurit

talent and budget limitation

Rise in acceptance of
cloud-based services

Lack of visibility to
know, measure and
communicate risk

Small and midsize business
customers demanding security
guidance from partners
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CYBER SCAN
+ Unified vulnerability
view across applications
CY_BER GAZE_ . and infrastructure
* Single pane view of security for CISO
metrics around various controls | o scoring to prioritize
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